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     Announcer: the Bureau of Land Management Satellite Network Presents Live from the BLM National Training Center in Phoenix, Arizona, the Year 2000 Forum, an Interactive Discussion On BLM's Hardware and Software Compliance Activities. And Now, the Host of Your Program, Mike Nedd. 

     Nedd: Good Morning, Everyone. Welcome to the Year 2000 Forum, Or Better Known as Y2K. During this Forum We'll Discuss BLM's Effort and Activities That Are under Way to Meet the Requirements Set Forth by the Department and OMB. The Bureau's Established a National Website to Help You With Y2K Compliance. It Is Available from the BLM External Site at www.blm.gov. This Site Contains Much of the Specific Information Relative to I.t. Systems and Data Sharing Exchange. With Me in Phoenix this Morning In the Bureau Y2K Executive Bob Doyle. 

     Doyle: Pleased to Be Here This Morning. Over the Last Several Months, a Number of Bureau Employees Have Engaged in a Wide Variety of Y2K Compliance Activities. I Look Forward to an Opportunity To Talk about Some of Our Accomplishments and the Work That Remains Ahead. 

     Nedd: Thank You. From the National Irm Center Is Ken Wilbert. Welcome, Ken. 

     Wilbert:, Welcome, Mike. Y2K Compliance Is an Issue That Goes Across a Lot of Organizational Boundaries and I Am Going to Be Talking about What BLM Is Do to Go Maintain Our Network Connections Internally and Externally to Other Agencies, the Public and Our Business Partners. 

     Nedd: Good. Thank You, Ken. Also Joining Us Is Don Bradley, A Contractor from the Bradson Corporation in Washington, D.c. Don Is Assisting the BLM with Y2K Activities. 

     Bradley: Thank You for Extending the Invitation to Participate in Today's Conference. We've Been Working with Embedded Systems, PCs and Select Commercial off the Shelf Software and I Look Forward to Talking about What's Going on in That Area. 

     Nedd: Completing the Panel This Morning Is Rick Selbach. Rick Is Arizona's Y2K Technical Lead. We're Glad You Could Be Here With You. Rick Selbach Nice to Be Here, Mike. I Am Glad to Be Able to Offer The Field Perspective on Y2K. 

     Nedd: Before We Start, by Like to Mention We Want to Hear From You Throughout this Program. If You Have a Question or a Comment for Us Any Time During The Show, Please Give Us a Call Or Send Us a Fax. Use the Standard NTC Fax Form or Call Us at the Number Provided To Your Office. We Want to Hear from You, So Don't Be Shy. You Know, as We Get into this Y2K Issue, I Think It's Good If We Talk a Little about Y2K and What Is Y2K. We Certainly Know That Within The Bureau There Are Four Component Areas, There's Telecommunications, There's Embedded Systems, There's Information Technology and There's Data Sharing and Exchange. What Are Some of the Things, Embedded Chips, Don? 

     Bradley: for Embedded Systems, That Refers to Equipment That Has a Microchip That Is Date or Time Sensitive. It Includes Things Such as Defibrillators and Emergency Medical Equipment. It Includes Heating and Air Conditioning Systems, Whether a Heater Goes on at 6:00 in the Morning or Controls the Temperature Based on Time of Day Or Day of the Month Type of Issue. It Might Include Things like Microwaves, as Simple as Microwaves or Telecommunications Equipment, Fax Machines. People Are Finding, Quite Frankly, Microchips under a Lot Of Equipment out There That Basically Smooths out the Method Through Which it Works. 

     Nedd: You Said Microwave and It's Important, I Have a Microwave and with Today's Busy Schedule, I Rely on My Microwave. I Would Hope January 1, 2000, It's Compliant. We Don't Think of Some of the Things We Have in the Studio, VCRs. There Are Many VCRs Have Microchips. Some of the Digital Cameras. Again, Embedded Systems Is One Of Those Areas You Sort of Can't See and Know It's There. Certainly We Have Telecommunications, Ken. Tell Us a Little of Some of the Components When We Say Telecommunications, with a We're Talking About. 

     Wilbert: for Instance, in Our State Offices, It's All the Communication Equipment, the Hubs, Routers, the Firewalls, Modems and All That Gear That Makes up the Network That Hopefully Operates Seamlessly All the Time. Nationally, of Course, We Have Systems We Connect to Other Agencies. Anything That You Would ‑‑ You Would Use to Connect to Another Agency Is Something We Have to Look at as Part of Y2K. 

     Nedd: and Certainly I.t. Systems, We All Can Identify With That, the Applications, the Financial Programs, the Computer System. Anything to Add? 

     Selbach: You Have to Make Sure Not Only Hardware Is Y2K Compliant but That the Software, Both off the Shelf and Custom Applications Are, Y2K Compliant. 

     Nedd: Last but Not Least Is Data Exchanging and Sharing. Today We Do a Lot of Exchange of Data with Agencies. Certainly BLM Is Part of That. One of the Things We Have Been Doing Is Ensuring We Have Signed Agreements and Validate Those Agreements and Where Possible Try to Meet with the Partner, Because the Data Exchange, the Data Sharing, I Can Rely Today On an Atm Card. Believe it or Not, That Is Data Passing Between Banks. With Mms, for Instance, We Exchange Information with Mms. So We Have to Focus on That. Again, That's Something like the Embedded Microchips Where It's One of Those Things We Don't See But We Know It's out There. 

     There Is Another Aspect of Data Sharing and That Is the Information You Just Provide to The Public in Some Sort of Electronic Format and as You Go Through Your Y2K Validation Process, If You're Going to Change the Format at Which That Information Is Distributed to The Public, the Public Needs to Be Aware of That. It's Not So Much a Two‑way Exchange. It May Be Just an Announcement That Effective this Date the Date Field Is Going to Be this Format. So They Will Be Able to Use it Appropriately. 

     Nedd: Don, I Think You Raise A Good Point There. Our Management Plan, We Try to Outline Some of the Steps That Should Be Used and We Certainly Took That from Gao. One of the Things I Know We Don't Pay Attention, but I Happen to Have an Article That Gao Put Out, a Report, July '98, That Says "Action Needed on Data Exchange, Electronic Data Exchange." And One of the Things Is "Notify The Recipient of Any Change in Format and Request Acknowledgment Change Is Satisfactory. So It's Notifying and Ensuring That There Is That Acknowledgment That It's Satisfactory. In the BLM We Deal with a Loft Financial Data We Exchange, Payroll and Those Kind of Things. 

     That's Very Important, Mike. I Think of the Four Component Areas We Have Talked about That, One Is Probably the Least Visible and I Think as We Proceed with Our Management Plans for Y2K Compliance, I Think this Is an Area That's Going to Get Greater and Greater Attention, and Deservedly So. It's Important That We as We Exchange Information, as We Receive Information from Other Federal Agencies or State and Local Governments, That It's Important That It's Compatible And Compliant with Our Systems. 

     Nedd: and I Think ‑‑ I Always Have to Remind the Viewer That www.blm.gov Is the Y2K Homepage And on That Homepage I Think We Have All the Component Areas. It's Important That We Share That Information with Individuals and Folks Come to That Homepage to See What Is Some of the Information, What Are Some of the Issues. Certainly We Are Going to Use That as One of the Ways to Keep Updated To. Start Our Program Off, Bob, I Think it Would Be Right That as The Y2K Exec You Give an over View. 

     Doyle: Let Me Take a Minute To Put this in Perspective. Over the Last Two, Three Months, The Bureau and the Department Have Made Significant Efforts in The Compliance Efforts. At the National Level, the Department of Interior Has 81. 92 Systems Compliant. As a Result of That Progress, The Office of Management and Budget Has Elevated the Status Of the Department of Develop From a Tier 2 to a Tier 3 Agency. In Essence, We No Longer to Report to Them on a Quarterly Basis. However, Internally, We're Going To Continue Monthly Reporting That the Bureau's Have Been Conducting up until Now. The Reason Is That We're Going To Slowly Begin to See a Shift From Focus of Attention from Mission Critical to Non‑mission Critical. It's Important We Continue to Manage the Project and See it Through its End, and So That Information, the Monthly Data, Would Be Very Important to That Effort. 

     Nedd: Bob, You Said from a Tier 2 to a Tier 3, And, You Know, We All Know Being in the Academia World and We Have Grades A, B and C and Certainly My Grades, I Don't Want to Discuss it Here, but When You Said a Tier 3, Is That like a Grading System? 

     Doyle: in a Sense, It's the Office of Management and Budgets ‑‑ Budget's Recognition the Department of Interior Is on Top Of this Issue, It's Managing and It It's No Longer Need to Go Oversee and Watch Closely. They Can Now Turn Their Attention to Some Other Agencies That Are less Successful. Let Me Take a Moment to Talk About the Bureau Itself Because We, Too, Have a Commendable Record. When We Started this Process, We Identified 14 Mission‑critical Systems, and of Those 14, We Have 12 That Are Compliant. If We Look at the Chart Here, We Have Five Systems Identified, Two of Which Have Been Independently Validated and Verified and They Are Actually Installed and Operating in Y2K Compliance Fashion. The Other Two Are Scheduled for Independent Verification and Validation by the End of this Month. In Addition to These Systems, There's Five Others on the next Chart You Will See. Three of Those Have Already Been Tested, Validated and Installed As Compliant. The Other Will Be Completed this Month and the One Other System There Has Fallen out of the List Because We're Going to Be Adopting the Forest Service Fire Management System. Then on the Last Chart We Also See Two Other Systems That Are Scheduled for Compliance, Validation and Compliance, by The End of December. You Also Note That We Have Two Of Our Existing Systems That Are Planned to Be Replaced by ALMRS. I Think this Is Probably a Good Opportunity for Us to Break Away And to Listen to a Message from Tom Fry Our Acting Bureau Director, and Nina Hatfield, Our Deputy Director, Who Want to Talk to Us about the Status of ALMRS and its Relationship to Y2K. 

     Nedd: Good.  

     Dir. Fry: Good Day. Thanks for Letting Us Tag in on The End of Your Discussion about Y2K. Today I'm Here with Your Deputy Director, Nina Hatfield and We Wanted to Say a Couple Things About Y2K and Also Bring You up To Date on ALMRS. Let Me Just Say on Y2K It's One Of the Most Important Things We'll Be Doing over the next Two Or Three Months to Get All of Our Critical Systems in Place. But More Importantly over the Next Year to Get All Those Other Systems That May Not Be Mission Critical in Place, and Y2K Compliant, So That We'll Have a Nice, Smooth Transition into the Year 2000. Nina, Do You Have Anything Else To Say about Y2K? 

     Hatfield: Importantly in Terms of ALMRS Is That with Y2K, We Have Our ‑‑ Are Now Working On Rehosting the Legacy Systems To a Y2K‑compliant Platform. Now, for Those of You in the Field, it Really Is Not Going to Mean a Lot of Change, Because We Are Really Taking the Basic Screens That You Work with Day To Day Now and Just Putting Them On a Platform That's Y2K Compliant. So I Think That's Going to Mean That for the People in the Field, It's Really a Minimal Training Exercise for You. Some Minimal Training, but Not a Lot. And So We're Going to Have That System Ready to Test Right after The First of the Year and We'll Have it Ready on Time to Meet The Department Schedule in March. But it Is Something That You Can Be Looking Forward to and Making Sure ‑‑ We're Making Sure That You'll Be Able to Go Forward After the Year 2000 to Be Able To Do Your Day to Day Work with Regard to Lands and Minerals Records. 

     Dir. Fry: Great. How about an Update on ALMRS? 

     Hatfield: Ok. Over the Last Several Years the Bureau Has Spent about $270 Million Just to Create a Modern Information System, a Modern Superhighway Within the Bureau. As a Result of That We Have All The Intranet/internet Capability, We Have Our E‑mail Capability, on Your Desks You Have a Modern Piece of Equipment, and That Is an Investment That's Really Going To Be Good for the Bureau in the Years to Come as We Increasingly Find New Ways to Make Information Available Within the Bureau and to Our Public Customers. So That Investment Is One That We Really Need to Be Pleased About, and It's Very Good That We've Had the Opportunity to Do That. At the Same Time, We've Also Been Working on an Automated Way To Deal with Our Lands and Mineral Records. In September, a Lot of Folks Came to New Mexico and Spent a Lot of Time and Effort in Doing The First Operational Test of That Software. It's What We Call the Oat&e, Operational Assessment Test and Evaluation. That's My Test for the Day There, Tom. 

     Dir. Fry: Good Job! 

     Hatfield: We Had People from All over the Bureau in New Mexico Looking at That Software And How Practical it Was in Terms of an Operational Environment in Terms of Doing Our Day to Day Work. As a Result of That Test, We Found There Were Too Many Screens, it Was Very Awkward in Some Cases to Get Around, and Even Though the Software Actually Functioned, it Didn't Do an Effective and Efficient Job in Doing the Day‑to‑day Work. So as a Result of That, We've Determined That It's Not Ready To Be Deployed in the Bureau and We Want to Look for the Right Avenue So That We Can Make Sure That What We Do Deploy Will Make The Work More Efficient and Will Be Something That We Can Afford To Maintain. So, Tom, You Want to Talk about Where We Go from Here? 

     Dir. Fry: Nina, I Think You Hit a Number of the High Points On ALMRS as We Know it Today. We Do Know a Lot More Today than We, at Least Here in Washington, Knew a Couple of Months Ago. I Think Many of You in the Field Have Had a Number of Concerns About ALMRS. What We Learned with the Oat&e Test Is That While the System Does Work, it Will Turn On, it Doesn't Explode, it Does Have Many, Many Problems in Terms of How User‑friendly it Is and Whether or Not Those People Who Will Need to Work with it Within The Bureau Will Have a Tool That Is Helpful to Them and Help Them Do Their Job Better. So What We Have the Opportunity To Do Now Is to Take a Look at The Data When We Get it from Mitretek Who Has Done the Review Of ALMRS, Get That Later this Month, We'll Take a Look at That, We'll Work Closely with The Congress, with Gao, but Most Importantly with Those of You in The Field So That You Can Tell Us What Works and What Doesn't About ALMRS. I Think We Have a Number of Options. The First Thing, Though, Is We Have to Stop Where We Are and Not Take ALMRS to Deployment Until We Have Something That Is User‑friendly and Works for You. After That, We Have to Decide Whether or Not ALMRS Has Been Bypassed by Current Technology, Whether or Not There Are Parts Of the Software That Are Saveable, Whether or Not We Can Take ALMRS and Rework it in Someway and Make it Workable and Usable for Those of You in the Field. Now, as We Do That, One of the Things That Has to Be Done, Though, Is We Have to Have a System, and We're Going to Have A System That Works for Those of You in the Field Who Have to Have this Kind of Information to Do Your Job Every Day. Knowing That We Have to Have a System, it Also Means That Those Of You Who Are Working on Data Cleanup, Data Conversion, Need To Continue to Go Forward with That Portion of the Project. We Are Going to Have a System, Whether It's the Current ALMRS Or Something Else, We're Going To Need That Data, We're Going To Need That Data Cleanup When We Implement Our System. So Those of You Who Have Been Working on That, Just Because We're Taking a Look at ALMRS, Don't Walk Away from That Portion of the Project. It's Going to Be Very Important. It's Turned out to Be One of Our Most Difficult Challenges to Deal with Data Cleanup and Data Conversion. So Please Continue to Help Us by Working on That. So I Think That's All I Have to Report on ALMRS Today. We'll Let You Know as We Know More, and I Wish All of You a Wonderful Holiday Season and Look Forward to Seeing You out There on the Road. Thanks a Lot.  

     Doyle: as We Heard from Both Tom and Nina, a Decision Has Been Made Not to Deploy ALMRS at This Point in Time. Under Our Management Plan That We Have for Y2K Compliance, We're Obligated, Then, to Develop a Stand by Plan or a Contingency Plan That Will Address the Existing ALMRS Systems, the Land Recordation System and the Mining Claim System, and How We're Going to Bring Those Two Compliant by March of '99. So We Have, Indeed, Developed a Contingency Plan. It Is in Place. Folks Are Busily Working on Repairing the Systems. And as Nina Said, Rehosting Them, So That Come March of '99 The Data in That System Will Be Y2K Compliant. 

     Nedd: Bob, I Think It's Important to Make a Couple Things. As You Said, We Have a Two Legacy System Case Recordation, One of Them Being Case Recordation. I Think When We Talk of the Term Legacy for the Viewers, It's Existent System That's Been Developed That Is Being Used and We Use the Term Legacy. We Hit on a Couple of Things Where We Talk about Mission Critical Systems, And, Again, it Was Important to Say We're Talking about Bureauwide Mission Critical Systems When We Show The Chart. That Negate There May Be Mission Critical Systems Within the States, Within the Center. Our Focus Then Was the Bureau Wide Mission Critical System. As We Move In, We Talked a Little about Contingency Plan And I No, Don, You Are Going to Explain in That a Lid. I Think It's Important We Talk About the Management Role of How We're Perceiving with Things. Maybe, Bob, If You Want to Kick Off on the Management Role and Then Have Discussion. 

     Doyle: There Have Been Varying Views on this Issue, Whether Y2K Is a Technical Issue Or a Management Issue or a Program Issue. In My Mind, I Think the Issue of Y2K Accountability Transcends The Technical Aspects. I Think When You Step Back and Consider What the Consequences To a System Failure or an Equipment Failure and its Impact On Functionality and Program Administration, I Think You Quickly Move into the Management Arena. Management Is Responsible for Sustaining Operations. Management Is Responsible for Protecting the Life, Health and Safety of its Employees and of The Public. So I Think While We Have Some Technical Issues in Terms of Y2K And We Have Some Technical Folks Who Are Very Good at Helping Us Identify What the Problems Are And What Some Potential Solutions Are, I Think the Ultimate Responsible Falls to Management in Terms of What Gets Done and What Doesn't Get Done. 

     Nedd: Bob, You Said Management, and We Should Remind Our Viewers, Earlier this Year We Sent out an Irm Directive to Have Within the Performance Plan That Has a Critical Element That Talks about Management's Responsibility and Management's Role. That Was One of the Ways of Showing That Management, It's More than an Irm Problem. We Can't Sit Back and Let the Techies Take Care of It, but Management Needs to Make Decisions. 

     Doyle: That's Right. We Have Amended a Number of the Performance Elements for the Sess for Their Responsibility For Y2K Compliance, and it Cascades down to the Management Levels below Them. 

     Nedd: it Seems to Me, We Hear It Rolls Downhill, it Also Rolls Uphill. In this Instance We're Looking At Every Level of the Organization That Has a Y2K Responsibility to Bring Some Accountability, an ‑‑ and Accountability Is Important in This. Rick, What Are Some of the Things Going on from the Management Perspective or the Teamwork in Your State in 

     Selbach: You Bring up a Very Good Point about it Being at All Levels of the Organization. Here in Arizona We Have Points Of Contact in Each of Our Field Offices, and the ‑‑ Field Office Managers Would Be Signing off That Their Site Is Compliant With Y2K. We Have State Leads for Each of The Respective Areas, I.t., Chips, Telecom. And Safety Has Their Respective Areas. But the State Director Will Sign Off as That Arizona as a State Is Y2K Compliant, and That Will Go up to Bob Signing off That Bloom Is Y2K Compliant. 

     Nedd: and I Think the Department Has Some Requirements Certainly in the Telecom Area Where the Bureau Has to Do Some Things in Certification, Am I Right? 

     Bradley: That's Correct. All of Our Systems Are Undergoing Some Kind of Validation and it Depends on the Kind of System, At What Level it Is. An Example Is Doi‑net, Which Is Our Departmental Backbone, That Went Through Independent Validation and Actually Passed That this Summer. As We Move into BLM Systems, Although We Don't Necessarily Require That We Use an Independent Contractor, There Still Is That Requirement That We Have Someone, an Uninterested Party, Come in and Look at the Test, Observe the Tests We've Done, and Performed on Each of Those Systems and Certify That We Have Done Our in Making Them Y2K Compliant. 

     Nedd: Ken, it Seems to Me as We Talk about Management Responsibility and Management Role, Don, I Know You Did a Little of Our Site Visit and Part of That Site Visit Was Looking at What's Going On. From the Management Role, What Are Some of the Things You May Have Found out There? 

     Wilbert: What We Have Found Is There Is a Tremendous Amount Of Knowledge of the Year 2000 Issue. At Essentially All Levels. The Biggest Issue Is Encouraging Folks Throughout the Organization to Take That Knowledge to Action. For Example, Inventories Have Been Completed in a Lot of Offices, but Maybe Perhaps Not To the Level of Detail That Gets Them to the Point Where They Can Demonstrate That They Thoroughly Understand the Opportunities for The Y2K Issue to Influence Their Operational Processes. 

     Nedd: And, You Know, as We Talk about the Management Role, We Talk about the Priorities and The Work Facing Us. Certainly We Have to Figure out Someway to Prioritize this and I Think We Get into a Terminology Here Called Triage or ‑‑ Don, Why Don't You Tell Us about That. 

     Bradley: That's Right. There Is a Term Used in the BLM Guidance That Comes out of Doi That ‑‑ it Was Called Triaging, And Basically You Already Have ‑‑ We've Already Talked about The Most Important Triage Level And That's the Mission Critical. We Had Talked about the Mission Critical Systems from the Bureau's Perspective and the Fact That Also the States and Field Offices May Have Their Own Mission Critical Systems That Influence Their Ability to Get Their Job Done. Now, These Mission‑critical Systems Focus in on the Essential Activities and Functions of the Office. And They Also Address the Life, Safety and Health Issues. Generally Life, Safety and Health Issues Are Heavily ‑‑ Have Heavy Impact on Embedded Systems, but Nonetheless, Could Be Involved in All Four Areas. Another Triage Category Is Nonmission Critical, Not to Suggest That Nonmission Critical Are Something You Don't Have to Worry B It's Just They're less Important than Mission Critical. And Maybe a Way of Looking at it Is They Have a Supportive Role In Accomplishing the Office's Activities and Functions or Protecting the Life, Safety and Health of Employees and Visitors. Lastly, There's a Third Category, Third‑tier Is the Name Of this Term, If You Apply it to Equipment with Embedded Systems. Other Is ‑‑ I Guess the Term That's Used for Pcit, Telecomand That. But the Point Is on this Third Tier or Other Category, it Includes Equipment That If it Fails Probably Won't Have Much Impact on the Organization Anyway. At Least for Equipment with Embedded Systems, Management Can Say We Understand What this Equipment Is. If it Fails, We're Not Too Concerned about it Because It's Not Going to Influence How We Do Business Anyway. It's Not Going to Jeopardize Our Ability to Do Our Job. Therefore We're Not Going to Take Any More Effort to Determine Whether It's Y2K or Not. Example Might Be That Microwave Sitting in the Office in the Break Room. If it Doesn't Work on the 2nd of January or Any Time in the Year 2000, Most People Would Say, So What? It's a Convenience Item. Worst Case You Go Buy a New One After the Fact and it Takes You A Day or Two to Do It. 

     Nedd: I'm Glad You Mentioned Go Buy a New One. If the Microwave Doesn't Work, I Will Be Hungry and If I'm Hungry I Won't Be Able to Function. But Don Is Raising Good Points. As We Talk about the Priority And Talk of a Triage, Weaver to Remind Our Viewers That Within The Bureau We Have Some Dates We're Going after and We Will Talk about Dates a Little Later. One of the Things Is Due Diligence. We Have Heard the Term Due Diligence. We Have Heard' Practice Due Diligence. When We Talk about Due Diligence, I Think for Our Viewer, Don, How Would You Explain What That Means, What That Encompasses? 

     Bradley: Due Diligence Is a Legal Term That Basically Involves Comparing the Actions That You Take with What ‑‑ with The Actions of a Reasonable, Prudent Person Faced with a Similar Circumstance. What That Person Might Do. In Other Words, If You Are Evaluating a Process, You're Going to Be Compared to How Other People Likely Would Do it In the Same Circumstances with Similar Backgrounds and That Type of Thing. So If You Are Going to Make an Assessment Of, Say, for Your Facility, If You Were to Say, I'm Not Going to Worry about the Elevator. By the Way, We're in a Ten‑story Building, We Happen to Be on the Sixth Floor, Most People Would Say That's Not Particularly Smart. Now You're Forcing All Your Folks to Climb the Steps with The ‑‑ with the Mobility Impaired Staff Members We Might Have, Public That Might Need to Gain Access. The Absence of That Elevator Creates a Problem. That's Not an Example of Good Due Diligence. It's Incumbent upon Management To Address Those Issues. Find out What They Have to Do to Provide Those Essential Activities and Functions, Protect the Life and Safety of Their Employees and Visitors, And Then Triage the Equipment or The Systems and Move Forward. 

     Nedd: You Know, We Talk of a Due Diligence. Ken, You Were Going to Add? 

     Wilbert: I Wanted to Tie What You Just Talked About, Due Diligence, Back to the Definitions We Talked About, Mission Critical and Non‑mission Critical. Those Categories Are Tools We Use to Manage this Project. Obviously There Are a Lot of Systems and Components out There And We Need to Make Sure We Put Resources in the Right Places And We Have Priorities. Regardless of That, If There Is A System or Component in Your Office That You Believe Is Critical to Your Function, Regardless of What I or Mike or Anyone in Your Office Has Classified It, Fall Back on this Due Diligence Concept. Take the Actions That Are Necessary to Bring it into Compliance in Your Office and Move Ahead with That Rather than Worry about That Categorization. It's Just a Tool. 

     Nedd: I Think When We Talk Due Diligence, Again, the Systematic Process or Systematic Approach Appear Reasonable Person ‑‑ That All Comes into Signing on Documents, Certification, How You're Testing. Rick, What Are Some of Things Going on in Arizona? 

     Selbach: Some of the Things We Have to Keep in Mind for Certification Are the Inventories That We Take on Embedded Technology and Information Technology. We Have to Have Copies of Our Test Plans and Those Results. We Need to Have ‑‑ If We Have Any Vendor Certifications, We Need to Have Copies of Those. Copies of Monthly Status Reports To the Washington Office to Say Where Are We in the Whole Project. We Also Have to Keep Copies, If We Have a Y2K Meeting, with Our Team, We Need to Keep Copies of Those Because That's Also Certification We're Keeping to Show in Case We Do Get Audited We Are Performing Due Diligence. 

     Nedd: Certainly, I Know, Bob, From Your Level at the Discussion We Have Been Having, We Have Been Talking about the Importance of Documentation, the Importance of Showing the Comprehensive Approach, I Think Is the Word You Used Sometimes. What Is Some of This? 

     Doyle: Again, as Everybody Has Been Saying, It's Incumbent Upon All of Us to Be Able to Demonstrate to the Public and to Our Management Officials That We Have Taken Every Reasonable Effort to Address this Issue and To Reasonably Resolve it with The Resources That We Have at Hand. So, Again, like Everybody's Been Saying, I Think It's Important That We Document the Record Because, Indeed, There Will Be People Coming Behind Us and to Look to See What We've Done. If There Is, as Don Had Said, If There Is Unfortunate Circumstances, If There's Some Financial Consequences Or, God Forbid, If Somebody Loses Their Life or Is Maimed, It's Important to Demonstrate That We Have Taken Reasonable Action to Address the Issue and It's Important That the Documentation Shows That. 

     Nedd: I Think in ‑‑ and Collectively Paraphrasing What I'm Hearing, Ensure We're Following a Good Process, Ensure We Have Good Test Plans, Ensure We're Documenting. It's Good We Talk about Documentation Because Recently We Sent an Im, Im‑99‑12, That Talks about Documentation. It Laid out a Code, a Subject Function Code to Capture the Documentation, and Then We Talked about Some of the Things You Want to Document, Some of The ‑‑ How You Want to Keep the Records, What Is E‑mail, Whether It's Minutes from a Meeting and So Forth. As We Get into Documentation, What Are Some of the Things the Field Should Be Looking Forward To? 

     Bradley: Basically with Documentation, You're Setting The Stage to Prove You Exhibited ‑‑ You Practiced Due Diligence. If We Could Have Slide 165 Up, That Starts out Demonstrating Involvement. That Involves Involvement from The Management Perspective and The Perspective of the User of The Equipment. Has Rick Had Said, it Is Not Strictly a Top Management Issue. Everybody's Got to Get Involved In Management ‑‑ and Management Sets That Stage by Creating a Situation Where They're Demonstrating Their Involvement, And That's Reflected in the Documentation, So to Speak.  You Have a Well Thought out Management Had Plan That Reflects You Thought about the Issues. You've Gone Back to the Continuity of Operation Plans And You Ever Identified Essential Duties and Functions. You Know What Your Life, Safety And Health Roles and Functions Are. And You Are Working on Ensuring Y2K Compliant Systems Are Available to Support Those Requirements. You Have Carefully Implemented Your Plan. It's Great to Have a Plan, but If People Don't Dot the Is and Cross the Ts, Then You Will Have A Problem When it Comes to Demonstrating Due Diligence. And the Last Bullet Here Is, Wrapping it All up in Terms of Documentation. If We Could Continue with the Documentation, Rick Mentioned Inventory Sheets. People Do Assessments and If You Do an Assessment, Whether It's Y2K Compliant or Not, You Need To Document the Results of That Assessment. You Need to Be Able to Show the Test Plan That Was Used to Determine Whether Something Was Compliant, If, in Fact, You Tested It. You Certainly Need to Have the Test Results Available to Somebody. Basically, When I Say Have this Stuff Available, Bottom Line Is, Bob Said Someone May Be Looking Over Your Shoulder and Coming Back and Asking to You Show Them How it Is That You Knew this to Be True. Well, If You Have a Test Plan And You Have the Results and You Have the Actions That You Took To Bring it into Compliance, and You've Identified Them and Your Time Line, and You, in Fact, Implemented All That Stuff, I Don't Know What Else Anybody Could Say but That Management Did a Good Job and They Did Everything That Was Reasonably Possible to Bring Themselves Into Compliance. 

     Nedd: You Know, You Mention, Don, about Documentation and Management Plan. Certainly the Bureau's Put a Lot Of Effort into Developing a Management Plan and Likewise We've Asked the State ‑‑ Bob, You Want to Say a Little about The Management Plan? 

     Doyle: as I Said Earlier, We Developed a Management Plan for The Bureau, but We Have Also Worked with the States and the Centers and the Assistant ‑‑ Assistant Director's Offices in Washington to Develop Their Own Individual Plans. As We All Know, Each Working Office, Directorate Center, Have Their Own Working Environment. They Have Unique Applications, Equipment That Varies among the Centers. So It's Important That They Customize Their Plan to Meet Their Operating Environment. We Will Be Working with the States next Week to Go over Their Plans, to Go over the ‑‑ To Help Ensure That They Are Comprehensive, They Cover All The Components, and That the Cost That They're Projecting Are Reasonable. I Would like to Take a Moment, Mike, to Talk about the Budget. We Haven't Talked about Funding. I Know Folks, Particularly in The Field, Want to Know, Where's The Money Going to Come From? 

     Nedd: Who Is Going to Pay for This? 

     Doyle: That's Right. As a Part of the Appropriation Process this Year, There Was an Emergency Supplemental in Which $3.2 Billion Was Made Available Governmentwide for Y2K Compliance Activities. The Bureau of Land Management's Share Is $4.9 Million. We're in the Process of Working Out a Funding Arrangement with The Department to Have That Money Transferred into Our Accounts, but It's Important That Each State Working under Their Management Plan Continue Their Compliance Activities and Not Delay until That Money Is in Hand. It Will Be Coming. There Are Some Strings Attached For the Bureau and the Department. It's Important That We Submit to Them a Spending Plan on How We Plan to Use the Money and What Areas and Then We're Also Obligated to Report Back to Them On a Monthly Basis What We've Done with That Money. There Likely Will Be an Audit That Will Be Performed after All This Work Is Done to See If, Indeed, the Money Was Spent for The Purposes for Which it Was Intended. 

     Nedd: You Talk about Budget And the Management Plan, and in Our Field Offices We Know That The Workload Is Heavy and They've Put a Lot of Time into Developing Those Plans. Rick, as You Develop Your Plan Or When You Work with Your Management Team, What Were Some Of the Things That Were Prevalent to You ‑‑ 

     Selbach: One Thing Is That We Do Have Competing Resources and Y2K Is Not the Only Issue. Unfortunately, Y2K Doesn't Have A Movable Deadline. It's Going to Be Here Whether We're Ready for it or Not. That's One of the Things That We Had to Keep in Mind, Is That We Need to Allocate the Resources To Do That. So We Are, like as Bob Said, Whether the Money Is There or Not, We Are Going Forward and Spending the Money That Is Needed. Of Course, That Goes Back to Documentation and Documenting What Money We Have Spent on it To Show That it Was Spent in a Fashion with What it Was Intended For. 

     Nedd: You Raise a Good Point, Spending the Money. I Think, Bob, the Message We Have Been Telling the States Is Not to Wait for the Fund. If You Have a Y2K Issue, Go Forth and Do Good, and One of The Codes We Have Put out Is the Y2K 9 Code. It's a Special Project Code So We Can Track Those Costs as What Is Supplementary and What Is State Code. We Want to Be Able to Track That. As We Move Forward, We Keep Talking about Documentation and We Keep Talking about Management Plans and I Know Everyone Is Saying We Have Some Critical Dates. We Always Have Schedules for Everything. As We Get into Schedules, What Are Some of the Things We Should Be Looking Forward To? 

     Doyle: as We Look Ahead, There Are a Couple Key Dates We Need to Focus On. The One Most Important Is ‑‑ Immediate Is December 31st of This Year. We Need to Complete All the Independent Validation and Verification of Bureau Wide Mission Critical Systems. If We Determine in That Process As We Did in the Two ALMRS Existing Systems That If We Determine That the Systems Will Not Be Compliant, Then We Need To Develop Some Contingency Plans and Have Those Plans Developed and in Place by the End of December and to Outline How it Is We Plan to Bring Those Systems into Compliance. The next Date Is the 31st of March of '99, at Which Time We Need to Ensure That All Systems, Mission Critical and Non‑mission Critical Systems Are Compliant. Then Three Months Later at the End of June, June 30th of '99, We Need to Update and Modify Our Continuity of Operation Plan to Reflect Y2K Status. 

     Nedd: We're Using a Couple Terms We Will Get Into, of Course, Contingency Plan and Continuity. But I Think One of the Things I Hear You Saying Is We Have Bureauwide Mission Critical Systems That Has to Be Compliant By the End of December '98. We Have All Other Systems, Whether It's Nonmission Critical, Mission Critical, That Has to Be Compliant by the End Of March '99 and If There Is Some Reason for ‑‑ a Mission Critical System You Can't Have Compliant by the End of March, Develop a Contingency Plan by The End of December. Lots of Dates and Work. As We Talk about Contingency Plan and Continuity of Operation Plan, Don, Some of the Things in Contingency Plan. 

     Bradley: Contingency Planning Refers to Plans for How You Will Deal with a Non‑Y2K Compliant System, a System That Is Non‑Y2K Compliant System as of the March 31st, 1998 ‑‑ 1999. The Contingency Plan Basically Describes How the Bureau Is Going to Either Bring the System Into Compliance or How It's Going to Do Those Functions in The Absence of That System. In Other Words, You Know It's Not Y2K Compliant, and You Need To Have a Plan for Bringing it Into Compliance. Contingency Plans Compares to Continuity of Operation Plan ‑‑ 

     Nedd: Before You Move Forward. Contingency Plan, One of the Things I Think That's Important To Remind Our Viewer Is That Certainly in the Management Plan We Talk about Contingency Planning and We Laid out Some Steps. But Contingency Planning Is to Go In, I Think If I'm Hearing You Correctly, and Say, I Can't Have this System, So How Do I Proceed from There? I Can't Have it Compliant. So What Is My Contingency, the Next Step. 

     Bradley: That's Right. As Folks Talked about with ALMRS, the Contingency Plan There Has Been Implemented. A Contingency Plan Doesn't Have To Be a Big Fancy Document. It Could Be Something as Simple As We're Going to Replace this Piece of Equipment with an Embedded Microchip in September '99. Maybe for Whatever Reason it Couldn't Be Acquired by March 31st, 1999, in Other Words, It's Not Y2K Compliant by That Point, It Was ‑‑ the Piece of Equipment Was Identified as Being Mission Critical, but It's Going to Be Replaced in September. That's Fine. Your Contingency Plan Is to Replace it in September 1999. 

     Nedd: What I'm Hearing You Say in the Contingency Plan. There Are Different Levels. Certainly for the ALMRS Legacy We Use the Gao Model and Ga Put Out a Very Good Guide That Asked Us to Do Cost Been‑benefit Analysis. So You Are Saying a Contingency Plan ‑‑ the Detail Depends on The Level of Equipment and the Impact of the Equipment. 

     Wilbert: That's Good News. We Don't Have to Use the Ga Model for an Elevator. The Contingency Plan Is We're Going to Ask the Manufacturer of This Equipment to Send Us Whatever Firmware or Components Are Need to Do Bring into it Compliance. End of Story. Very Short. 

     Nedd: Rick, I Know You're Still in Your Assessment Phase, But Looking Ahead, Do You Foresee How Arizona Is Going to Handle Contingencies? 

     Selbach: Right Now We Haven't Had Any Identified That Won't Be Compliant by March but We Are Still in the Assessment Phase. So We're Prepared to Try to Meet The December 31st Deadline. 

     Nedd: with the Holidays and Everything Coming Up, I Kind of Jokingly Tell Our Folks, We Have Really about 40 Days, 40 Work Days Between Now and March When You Take into Account the Holidays and You Take into Account All of the Vacation and Everything. So as We Look Forward, It's Sort Of like How Do We Move Forward And Do this and Reminding What Triage Is All, about Reminding Where We Go from There. Continuity of Operation Plan or Coop Is Something We Call it in The Bureau. 

     Bradley: Continuity of Operation Plans Basically Describe How You Will Provide a Capability If a System or Equipment Is Found to Be Non‑Y2K Compliant after the Year 2000. In Other Words, You Hit the ‑‑ Sometime Between Now and January 1st of the Year 2000 You Have Determined That the Equipment Is Y2K Compliant. You Have Every Reason to Think That it Is. But Then after the Turn of the Century, You Find That It's Not. For Mission‑critical Systems, You Have to Have a Community of Operation Plan. For Equipment with Embedded Systems, You Also Have to Have a Continuity of Operation Plan, For Both Mission Critical and Not Mission Critical Systems. So If You a Piece of Equipment That You Have Determined to Be Mission Critical or Non‑mission Critical, If It's an Embedded System, You Need to Have That Continuity of Operation Plan That Describes How You Do Business If That Equipment Suddenly Fails. As You're Aware, Continuity of Operation Planning or Coop, Is Being Done Across the Bureau to Identified How it Does All of Its Activities and Functions, Essential Activities and Functions, and it Happens That Another Issue That Has to Be Addressed in the Continuity of Operation Planning Process Is The Y2K‑specific Issue. But the Bottom Line, it Doesn't Really Make Any Difference Why Something Quit Working. If It's Not Available to You, The Continuity of Operation Plan Should Describe How You Do It.  

     Doyle: Just to Clarify, I Think What Don Is Saying, Not That We're Developing a Separate Continuity of Operation Plan for Y2K, it Is Just One of the Many Events That Could Occur That Could Cause a Disruption in Our Operations. So What We Would Do Is Amend Our Existing Continuity of Operation Plan to Include this Aspect. So We're Not Asking Folks to Develop Any New Plan. It's Really to Amend Some Existing Plans We Already Have In Place. 

     Nedd: You Know, We Certainly Told Our Viewing Audience That They Can Call in or Send in a Fax and We've Gotten a Few Faxes That Deals with ALMRS and ALMRS Data. We Will Not ‑‑ Not to Change the Discussion to ALMRS, We Will Post Some of Those Answers. Certainly If it Ties to Y2K. But We Would Love to Hear Their Phone Calls or Questions, Unless The Confidence Level in the States Is of Such That in the End of March We Will Have All Systems Fixed. As We Talk about Continuity and Talk about Contingency Plans, What Are Some of the Things You May Tell Our Viewers in the Telecom Area They Need to Be Aware Of? 

     Well, as We Stated Before, If Any System That We've Identified, Non‑mission Critical Or Mission Critical Is Not Going To Be Compliant by December 1st, It Will Require a Contingency Plan. Now, We've ‑‑ We've Sent That Notice out to the States. We Asked Them, I Think, in Early June to Look at and That Forecast That Ahead. The Answer That Came Back Is They Are Very Confident These Systems Are Going to Be Compliant by That Date. Obviously Some of That Confidence May Shake as We Approach the Dates. Some Reality May Set In. There May Be a System or Two That You're Going to Find Out, We Couldn't Get the Components, We Had Problems Getting Some Budget Dollars or it Slipped and Maybe by That Time We Get it Renovated, by the Time We Do Our Testing It's Going to Be a Little past That. It's Time to Review That Now, Take a Look at That Again and Write a Simple Plan. Again, it Doesn't Have to Be a Lot. Most of the Systems We're Talking About, There Are Alternatives to Them. There Are Backups. You Can Reevaluate What Functions You Are Going to Perform. Ma Even Elect to Forego That Function for a Period of Time. So Those Are Some of the Options Available to You. 

     Nedd: Bob, Mentioned Earlier That the State Management Plan, We Will Begin Talking to the States next Week and I Know There Are a Few of the States And Center Who Still Haven't Had Theirs In. So, We Said, You Have a Couple More Days to Get Your Plan In. I Think as You Mentioned, You're Going to Use Those Plans to Help With Budget Decisions and Dollars. 

     Doyle: Sure, That's Right. We Want to Make Work with Them To Make Sure We're Consistent Across the Board in Terms of Areas Every Concern of Potential Noncompliance. We Want to Make Sure Each State Is Addressing That Those Types Of Situations as Well as Their Own Unique Circumstance and Also We Have Cost Estimates Included Within the Plan and We Want to Go over Those Estimates to Ensure That They're Reasonable And Reflect the Y2K Activities. Then We Will Allocate the Dollars That Have Been Made Available Through the Supplemental along the Lines That Are Outlined in the State Or Center Plans. 

     Nedd: as We Talk about Plans And How We're Approaching This, I Recall That at the End of September We Had a Meeting, a Y2K Point of Contact Meeting, And it Was Evident to Me in That ‑‑ or Prior to That Meeting Most Of the States or Some of the Centers ‑‑ Even Included at a National Level, We Were Going on Different Tracks on How to Approach Our Y2K but after That Meeting it Has Been More Evident That the Bureau Has Been Coming Together to Make this Happen. I Think it Is ‑‑ the Awareness Has Been Raised to Such a Level That We're Seeing the Kind of Response We Didn't See Before, And as We Talk about the Team Approach in the Washington Office, Bob, I Know You Have a Management Team That Helps Structure That. Rick, Maybe You Want to Tell Us A Little about the Management Team in Arizona and How You're Approaching It. 

     Selbach: Arizona's Y2K Team Consists of the Four Respective Areas of I.t., Embedded Technology, Telecom and Data Sharing. We Have Four State Leads for That. We Also Have Safety and Also Have Security. We Also Have a Management Representative. Along with That We Have Field Office Points of Contact. As Needed We'll Pull in Other Special Areas, Resources, Fire, Law Enforcement. 

     Nedd: it Seems to Me the Team Approach Is Very Important for This. Certainly in the Modernization On the Move, There's Some Good Articles. I Want to Talk a Little, I Think Anna Steele, We All Know Anna Steele and She Has Been One of Our Members That Dialed into a Conference Call and Anna Says as A Statewide Coordinator and Contact, I Spend Much of My Time On the Y2K. Fortunately, I Have the Support Of the Idaho Team in Executing The Plan for the Bureau and States. I Have the Authority to Request All the Resources Need to Do Meet Y2K Compliance. The Teamwork, Getting it Done by A Team, it Seems to Be So Important That It's Sort of We're Saying, this Is Bigger Than the I.t. This Is a Business Issue. This Is a Management Issue That Affects Every Level of the Organization. Don, There Was Some ‑‑ You Went Out to the Sites. We Contracted with Bradson Corporation to Do Some Site Assessment. Tell Us a Little, Some of the Trends You Saw. 

     Bradley:. Sure, We Went out and Visited Several State Offices, a Couple Field Offices and Several National Centers and Grand Our Visits Were Before the Management Plans Were Developed By the States, the Draft of the National Plan Was Out. What We Found Was, Again, a Fairly Good Understanding of the Basic Y2K Issue. A Lot of Folks Had Begun to Do Inventories. A Lot of People, However, Hadn't Done in the Convenient Tories to The Level Required to Determine Whether Something Was Y2K Compliant or Not. For Example, They Might Say We Have Three Gps Units Here. What You Need to Know Is the Make and Model Number of That Gps Unit Because That Is What Drives Whether Something Is Y2K Compliant or Not. Similar Issue With, Particularly Software. People Generally Had a Pretty Good Handle on Personal Computers in Terms of the Inventory, Had a Pretty Decent Handle on the Inventory for Software, but Were Still Struggling with the Issue of Going out and Getting the Documentation from the Vendors To Determine or to Document Whether Something Was Y2K Compliant. Software Also Presents Another Issue in That Some People Develop Little Macros They Might Use to Make it Software Work Better. If You Go to the Websites for Like Excel Software, for Example, Excel Spreadsheet, They Will Say It's Y2K Compliant with These Limitations. In Other Words, If You Put the Date in a Particular Format in a Spreadsheet, it Won't Work Appropriately after Year 2000. Well, If You Don't Use That Date Format, it Doesn't Make Any Difference Anyway. From Your Purpose ‑‑ from Your Standpoint, It's Y2K Compliant. But Those Little Things, the Things That Require to Bring Closure to Some of the Issues, Haven't Been Taken. Just the Last Point Is Just Getting the Documentation That They Have Collected into Some Sort of Organized Fashion So That They Can Go Back and Be Able to Withstand the Scrutiny Of an Audit That Says, this Is Our Inventory, this Is How We Tested It, this Is the Documentation We Have, Here Is Where We Had it Independently Verified and Validated. It's All Right Here. If You Want to Look at It, Have It. 

     Wilbert: I Want to Add to That, We've Done a Lot of Standardization in the Bureau. Why Can't You Tell Me What's Y2K Compliant or Not? Why Don't Have You a Site ‑‑ I'll Just Cite That and I Want To Be Comfortable with That. My Answer Is We Can Give General Guidelines. We Can Say for Certain Equipment At Certain Operating Levels There Is Y2K Compliance. But Each Site Has to Go to That Cert. And Read and it Look at The Details for That Particular Equipment. There May Be Exceptions, Variations That Are Site Specific. We Can't Give General Kind of Guidance like That That's 100%. We Rely on Each Site Go Through, Run the Documentation, Fill out The Forms and That Way They're Sure and We're Sure It's Y2K Compliant.  

     Bradley: There Is a Good Example of That. An Elevator Equipment Manufacture Announced All its Equipment Was Y2K Compliant. But Oftentimes Elevator Systems Are Integrated in with Building Security Systems. They Obviously Have No Control Over What the Connection That Was Created Between That Elevator System and the Security System. So That's Very Much a Local Issue Folks Have to Validate. 

     Nedd: You Mentioned the Site Visit and the Validation, and I Want to Get Rick's Input, but Before I Do That, One of the Things We Know There Were Many Businesses, Whether We Should Make Information Available, Many I Going to Be Held Liable, Am I Not, and the President Signed What Is Called the Informational Readiness Disclosure Act, I Think That Was Signed in October '98. Basically What it Does Is Sort Of Allows Manufacturers to Now Come up and Share Information More Freely Without Feeling the Wrath of Civil Litigation. One of the Things That I See Here, it Says, in Particular the Act Opens the Door to Information via the Internet, And One of the Things Is Using The Internet as a Tool So It's Not like in the Old Days Where You Have to Either Visit a Manufacturer or You Have to Probably Get Letters Back and Forth. You Can Visit the Internet Site, I Think What I Hear You Saying, Ken, and Get Some of That Documentation. Rick, You Had the Benefit or Arizona Had the Benefit of Don Bradley Corporation Making a Site Visit Here. What Are Some of the Things That Have Been Helpful to You? How Are You Using That Information? 

     Selbach: it Was Wonderful Having Bradson Here. They Did a Site Visit of the Arizona Office and the Phoenix Field Office. It Was a Real Eye Opener as to What Type of Equipment We Needed To Be Looking at and What Sort Of Documentation We Need Looking At and What Sorted of Documentation We Needed to Be Doing. There Is Different Equipment Between the State and Field Office. So They Need to Be Doing Their Assessments at Different Sites. Even Software' Looking At, There Is Software That May Have Gone Through the State Configuration Management Board There There's PCs out There That Have Stand‑alone Software, Commercial Offer the Shelf, We Do Not Know About and until We Do an Inventory, We Won't Know to Say, Yes, this Is or Is Not Y2K Compliant. 

     Nedd: One of the Things We Encourage Each of the States and Centers, as They Discover New Information or Information That They Believe Is Relevant to Many Areas, Send it to the Leads So We Can Post to it Our Website, www.blm.gov. As We Talk a Little, Bob, I Got A Fax Here and this Is from Bakersfield, California, Unless There Is Another Bakersfield, And the Fax Asks What Plans Under Place for the Bond and Surety System, More So, Is it Y2K Compliant? Has a Contingency Plan Been Developed? 

     Doyle: Early on You Might Recall That We Had a Graphic That We Showed the Viewers Audience for the Mission Critical Systems and One of Those Mission Critical Systems Was Identified as the Bond and Surety System. So it Is on Our List. I Believe the Schedule Is for Us To Complete Independent Verification and Validation of Its Compliancy by the End of This Month. So it Is on the List. We Believe it Is Compliant. People Who Are Familiar with the Process Know, We've Already Taken a Look at It. We Repaired It. We Tested It. We Verified It. Now We're Bringing Somebody Else Independent to Come in and Confirm the Results of Our Tests. So We Feel Confident That It's Compliant, but Once We Had this Independent Verification, We'll Be Able to Go Ahead and Install Newt System. 

     Nedd: I Know Some of Our Viewers Are Probably Saying, Why Are We Doing an Iv and a or Independent Verification and Validation. I Think You Hit it on the Head. We Have Renovated It, Tested, And I Want to Say We, the Bureau Have Validated, but Now We Want To Get an Independent Party Separate from the Process and to Verify That Everything We Have Done and Everything We Intended To Work in Y2K it Will Work. So That's Important. That Is Where this System Is at In the Process. And the Schedule Date, I Think, Is ‑‑ it Asks If it Was a Contingency Because It's Expected to Be Compliant by the End of the Year. There Is No Contingency? As We Move Along, E‑mail Systems. That's One of the Systems That We Know near and Dear to Many People's Hearts. I Don't Want to Say to Everyone's. Certainly I Rely upon E‑mail and Anyone in Washington Will Tell You They Use it Religiously. We've Had a Lot of Discussion About Our E‑mail System and Groupwise and I Wanted to Set The Stage by Stating That Earlier in the Process When We Began to Look at This, the Indication We Were Getting from The Makers of Groupwise Was, Yeah, it May Be, Yeah it May Not, We Did, We Did Not and We Made a Decision to Go to Lotus Notes. It Is Y2K. The Bureau Make a Schedule to Have That Implemented by the End Of March Regardless of How It's Scheduled. As We Proceed Along, We Want to Say the E‑mail System, We Are Aware of the Groupwise, We Are Aware of How We're Planning with It and Right Now Our Date Is to Have That Installed by the End Of March. A Couple Things I Wanted to Touch on Here. We Have an Article, Modernization on the Move, a Very Good Article Again That Came Out, and for Those of You Who Want Things, What I Call the Sixth Grade Education, Marilyn Johnson Says Give to it Me in an 8th Grade Education. I Think They Did a Pretty Good Job of Laying out Some of the Things We Need to Look Forward To And, Again, That's Available From www.blm.gov under the Y2K Site. The Modernization ‑‑ it Laid out The Four Components. It Takes about Each of the Processes and Again That's a Good Article. You Know, Bob, as We Talk about Y2K, I'm Reminded of Irv from The Department. Irv Described Y2K — I Will Attempt to Do It. Irv, If You Are Looking out There, and I Quite Don't Get It, Forgive Me. But Irv Says, Y2K Was like the Titanic as it Was Traveling with The Iceberg, and above the Water Was Part of the Berg That the Titanic Could See and When We Look at Y2K, We See the Computer Systems, We See the PCs, We See The Applications, We See the Routers, the Telecommunication Routers, the Telecommunication Gateway, but Just like the Iceberg, Part of the Berg Is Under That Water and That's Where Embedded Systems Sort of Fall for a Loft People, Those Things That We Can't See. We Know It's There, We Know it Will Have an Impact but We Just Can't See and it Goes into The Things of VCRs, Cameras, Elevators. As We Think about This, You Know, Not to Use the Titanic in A Bad Way, but to Look at the Titanic, the Iceberg above Water Is the Things We Can See, and Below ‑‑ We Need to Focus What's Below the Water.  

     Bradley: One of the Problems With Embedded Systems Is It's Very Difficult to Test Whether Something Is Y2K Compliant or Not. Most Systems You Don't Have a Keyboard to Punch in Dates and Let it Run and See What Happens. You Generally Are Going to the Manufacturer, the Vendor, with The Piece of the Legislate That You Referred to Earlier, Hopefully More Companies Will Be Willing to Talk about the Y2K Compliance of Their Dock ‑‑ of Their Equipment. I Just Want to Point Out. We Keep Talking about Going to The Web to Get Information. It Is Very Important That People Not Adopt a Paperless Approach To this Thing and Just Write Down a Website Address, Because Manufacturers and Vendors Do Update this Information, and We're ‑‑ We Wouldn't Be Surprised If an Organization or A Manufacturer Suddenly Said, Maybe this Isn't Y2K Compliant After All. Well, If You Looked at it Two Months Ago and ‑‑ When Their Page Said it Was Y2K Compliant, It's Best If You Have a Hard Copy That Has a Date on it So That You Can Have Something in Your File. I Would Suggest as An, Oh by the Way, I Would Go Back and I Would Start Checking Every Couple Months, Go Back to That Website, Make Sure There Aren't Any Changes That Have Occurred So That You Don't Get Caught by Surprise.  

     Doyle: Don, You Raise a Good Point and That Is That the Assumption Something Recent or Something That's Just Been Determined Will Stay That Way Forever. I Think People Need to Be Aware Just Because They Have a Pentium Or Just Because They Have Windows 95 or Windows 98 the Software Is Compliant. Coming out on the Plane Yesterday, I Read in the Paper That Microsoft Announced That Its Windows 98 Was Noncompliant For Y2K. I Think What You're Going to Find out Is That as Companies And as Organizations Begin to Test this Software, They Begin To Challenge Some of the Determinations That Were Made by The Vendors, and So, Indeed, I Think You're Going to See Some Changes Where Some Companies or Vendors Have Announced Something To Be Compliant Only to Find out Later That on Further Testing It's Noncompliant. So We Need to Be Aware it Is a Dynamic Situation, and We Need To Be Able to Adjust and Respond To Those Kinds of Changes. 

     Bradley: on the BLM Y2K Page There Are a Couple ‑‑ it Refers To a Couple of Sites That Create Links to Manufacturers, but Also To Testing Organizations, Professional Third Parties Who For a Living Test Software and Products, and it Would Be a Good Idea to Also Check Those Sites Out as Well. 

     Nedd: it Seems to Me this Is Part of That Due Diligence, and Certainly for Those of You, Whether It's Cooking or Fixing The Car, If You Fix a Part in The Car, You Sort of Go Through A Process to Go Back and Say, Did it Fix It, Indict Work Correctly? You Test Drive it on the Street To See If You Still Hear the Knocking. So Part of That Due Diligence Is To ‑‑ Not to Say, Ok, I Found This on the Site, but to Go Back Periodically and Check the ‑‑ to Validate It. As You Just Alluded, Microsoft, Windows 98 Is Not Compliant but Microsoft May Put out a Patch or Something That Tells You from That Site How to Do That. 

     Doyle: That Also Raises the Point That It's Important People ‑‑ If They Consult Any Website They Download the Data and Get a Hard Copy So They Can at Least Document for the Record That at That Point in Time When They Checked, They Had a Determination That it Was Compliant. So That If Something Were to Happen Following That, at Least You Took Some Reasonable Action. Maybe You Didn't Update it for The Latest Change, but at Least You Did Have Documentation, a Record That at the Time You Checked it Was Compliant. So I Think It's Important That People Have a Hard Copy of What Documentation Exists Relative to The Compliancy. 

     Wilbert: One Other Point to Make Is Change Is Not Just Limited to the Vendors. We're Going to Find Some Change In Our Systems as We Go past the March Date. We're Going to Have to Apply the Same Standard to Any Changes We Bring in at That Point. We're Going to Have to Do the Same Kind of Testing and Look Hard at Those Kind of Requirements, Because Obviously It's Going to Be a Much Shorter, Much More Compressed Time Frame. So You Have a System and You're Looking at up Grading It. Look Very Early at Testing the Upgrade You're Plan to Go Move To, And this ‑‑ Just Plan for That Kind of Activity. 

     Nedd: I Think We All Hit on Some Good Points. We Have One of Our Faxes That Came in Here, and this Was from Santa Fe, New Mexico, and It's Elaine. I Can't Read the Name Too Well. Elaine Is Asking, We Have a Security Coop or Full Integrated Coop That Prepares Us for a Full‑blown Disaster. How Will We Fall into Y2K Compliance into Our Existing Coop? 

     Bradley: I Would Think That In Your Continuity of Operation Plan You Ought to Create ‑‑ Consider Reasonable Number of Scenarios. One May Be That a Key Information System Is, for Whatever Reason, Is Unavailable. Now, Most Folks When They Create A Plan, They Look at it from an Information Systems Perspective, And They Say, Well, the Land Is Likely ‑‑ the Lan Is Likely to Go Down, and Be down the Worst Case Scenario a Week or So. The Local Area Network. The Problem with the Year 2000 Issue Is That If the System Fails, it Mate Be Months Getting It Back in Line Because the Reason it Wasn't Y2K Compliant Is That There Was Something in The Code Someplace That No One Found. They Didn't Find it Before. They're Not Going to Find it in A Couple Day as after it Fails. It's Going to Take a While. The Bottom Line Is When People Do Their Coops, They Have to Consider the Range of Potential Implications That Failure Might Have on Their Own Organization. 

     Nedd: What We're Saying Is ‑‑ Dust off the Coops You May Have Already Prepared, the Continuity Of Operation Plans, of Course, Take it Out, Dust it Off, Look At How We're Planning for Disaster, How We're Doing Risk Assessment Contingency and Fold Into Y2K — Fold the Y2K Portion Into That. We're Not Suggesting Develop a Separate Coop, Not Suggesting to Forget about the One That Is in The Basement or on the Shelf or Wherever it May Be. So It's Important, I Think, Going to Elaine, What You're Saying Is, Pull That Coop Out, Dust it Off, Look at the Y2K Issues and Fold it into That. You Know, I Think That's ‑‑ it Looks like We're Almost out of Time, and as We Get Ready to Close, I Think It's Important That We Sort of Have Some Final Thoughts. Why Don't I Start with You, Bob. 

     Doyle: Mike, I Think the Discussion this Morning Has Demonstrated to All of Us the Extent to Which Microchip Technology Has Become an Integral Part of Our Operations. Our Main Objective on Y2K Compliance Is to Avoid Disruption to Operations So That We Continue to Provide the Products and Services That the Public Expects. Before Closing, I Would like to Take this Opportunity to Thank The Many Bureau Employees That Have Been Involved in Our Y2K Compliance Efforts to Date. We've Talked at Various Times About the Teamwork That's Evident out There, and I Think That's Contributed in Large Part To Our Success, and It's the Kind of Teamwork We're Going to Need to Continue to Demonstrate In the Weeks Ahead in Order to Complete and Wrap up this Project. 

     Nedd: Rick? 

     Selbach: as Bob Said, I Think The Team Approach Is the One Way That We're Going to Get Y2K Compliant. In Arizona, until We Got Telecom And I.t. and Data and We Got Everybody in the Same Room Talking to Find out What They Are Doing, We Weren't ‑‑ We Were All Kind of Going down Our Own Separate Paths. Now We're Looking at it as a State Issue, Where Can We Benefit by Combining Resources. That's the Way We're Going to Tackle Y2K. 

     Nedd: Thank You, Rick. Ken? 

     Wilbert: We've Talked a Lot About Documentation and Obviously It's Very Important. I Think the Tag End I Will Add To That Is There's a Lot of Documentation Available to You, From Your Sister States, from Your Washington Office, from Nirmc, from Other Agencies out There on the Web. There's Lots of Places You Can Get Lists. You Can Get ‑‑ the Basic Information You Need to Get the Job Done. You Don't Have to Create Everything from Scratch. And Certainly That Is a Team Effort. Last Point I Would like to Make Is We Talk a Lot about Systems. We Talk a Lot about the Business Functions That Are Important to BLM. But We Also Are Very Concerned About All the Aspects of Health And Safety. That Is an Important Component Of Our Definition of Mission Critical Systems. For the Individual BLM Employees, If You See Anything That Needs Attention of the Management Team, Please Don't Hesitate to Bring to it Your Point of Contact, and Those Lists Are Kept on Our Website. 

     Nedd: Don? 

     Bradley: Certainly the Bureau Has Made a Lot of Progress Towards Ensuring Y2K Compliance And as Bob Said, Making Sure That the Bureau Is Capable of Performing after the Year 2000 To the Same Level of Effectiveness and Efficiency it Does Now. A Lot More Work Needs to Be Done. I Think It's Important That Folks Reexamine the Triaging Aspect of What it Is That They're Doing So That They're Really Working on the Most Important Systems to the Organization, and as Ken Said, Certainly Not Forget the Life And Safety Issues That Are Certainly Evident in a Lot of The Equipment and Systems That The Bureau Has. 

     Nedd: When and When We Talk About Triage, Again, We're Talking about a Process to Prioritize And, of Course, We Talk What Is Mission Critical, Non‑mission Critical or Third Tier. There Is a Come Things I Ought To Mention and We Talk about Project Teams. Well, We Have a Field Advisory Group, a Y2K Field Advisory Group, and That Group Is Led by Allen Kesterkey, and Many Field Experts Are on That Team and Work Closely with You and The Management Team. We Went Through and Talked about Management Plans and We're Telling States to Have a Good Management Plan, Practice Due Diligence, Make Certain You're Recording the Calls and Document, Document, Document. I Want to Read Something off Our Web Page That Goes Back to What You Said. Certainly President Clinton Created a Czar to Trace the Y2K Issue and We Know the Y2K for Secretary Babbitt and the Director Is Important. And BLM Said It's Necessary That Everyone Understand It's the BLM's First and Foremost Priority to Take Precaution of Threats to Life to Life and Disruption of Business. I Think Y2K Has Become One of The Director's Priorities. We Will Continue ‑‑ We're Heading down this Road and It's Sort of like When You Get to the End of Road, That Is 1 January, If Not Before, as You Have Alluded To, It's Sort of like You're at the End of the Road. Of Course, There Are Options After You Get to the End. But We Hope When We Get to the End of the Road, We Can Continue Driving. Did You Have Something Else to Add? Before We Go I Would like to Mention If We Didn't Answer Your Question Within ‑‑ Didn't Answer Your Question Within the next Few Days, We Will Post Answers To All the Questions We Have Received Today on the Y2K Homepage at www.blm.gov. Remember, for up to Date Information on All Y2K Activity, Please Visit Our Website. Again I Have to Say www.blm.gov. There You Can Find the Latest Information on the Bureau's Y2K Activity and Efforts. That's about Wrapping it up for Our Y2K Forum. I Would like to Remind All the BLM Downlink Coordinators to Fax The Total Number of Viewers from Your Office Who Watched Our Program. Please Fax this Information to NTC Immediately after Our Telecast. Again, I'd like to Thank Everyone at NTC and All of You Who Called and Faxed in Your Question and Comments. We Appreciate Your Participation. Thanks for Watching and So Long from the National Training Center. As We Close, I Want to Give a Special Thank You to Ruth Welch. She Has Been the Force Behind Many of the Forums, And Sometimes We Forget about The People in the Background Who Are Making this Happen. Ruth Started this Process in January '97 and I Think Today this Is about Her Seventh Forum. So, Again, a Job Well Done to Ruth and Thanks to Everyone of Our Viewers out There. 

     Announcer: to Help Your Office Participate in Future Telecasts, See the BLM Satellite Downlink Guide, and Visit the NTC Homepage on the World Wide Web. NTC's Internet Address Is www.ntc.blm.gov. Transcripts of this Program And Other NTC Broadcasts Are Available on the Homepage. For More Information on Upcoming Distance Learning Events, as Well as Traditional Courses, Call the Training Center at 602‑906‑5500. Or Visit the Homepage. This Broadcast Has Been a Production of the BLM National Training Center.(
